# Kiểm tra link rút gọn và cảnh giác lừa đảo

## 1. Câu hỏi

Nếu muốn kiểm tra mà không nhấn trực tiếp vào đường link rút gọn (ví dụ: [https://bit.ly/3xyzABC](https://bit.ly/3xyzABC" \t "_new)), ta có thể sử dụng các công cụ hoặc phương pháp an toàn để xem địa chỉ gốc trước khi truy cập.

## 2. Ba cách hoặc công cụ kiểm tra link rút gọn

1. **Sử dụng trang web kiểm tra link:** như checkshorturl.com hoặc getlinkinfo.com để xem địa chỉ gốc.
2. **Thêm dấu “+” sau link Bit.ly:** Ví dụ, nhập https://bit.ly/3xyzABC+ để hiển thị thông tin chi tiết của link.
3. **Dán link vào công cụ quét an toàn:** như Google Safe Browsing hoặc VirusTotal.com để kiểm tra độ an toàn trước khi mở.

## 3. Giải thích tại sao link rút gọn thường được dùng trong lừa đảo

Link rút gọn thường được kẻ gian sử dụng vì **nó che giấu địa chỉ thật của trang web**, khiến người dùng không nhận ra mình sắp truy cập vào trang độc hại.  
Điều này giúp **dẫn người dùng đến các trang giả mạo (phishing)** để đánh cắp mật khẩu, thông tin cá nhân hoặc cài mã độc.  
Ngoài ra, link ngắn gọn tạo cảm giác **chuyên nghiệp, dễ tin cậy**, khiến người dùng dễ bị lừa nhấn vào.